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LOGIN 

From a desktop PC visit https://pass.kumed.com/MultiFactorAuth. Log in with your health system 

username and password. 

 

SELECT AUTHENTICATION METHOD 

Use the “Method” drop-down menu to choose how you prefer to provide a second factor used to confirm your 

identity. You may choose the phone call or text message options to receive a one-time code that you will enter 

to confirm your identity, or you can use the Microsoft Authenticator mobile app to log in automatically. We 

review the instructions to set up each option in the pages that follow.  

https://pass.kumed.com/MultiFactorAuth
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PHONE CALL 

 

To use the phone call method, enter a number at which you can be reached when using applications requiring 

Multi-Factor Authentication. You may return to the MFA site any time to update this number as needed.  

 

 

Method 
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After entering your phone number, click Call Me Now to Authenticate. You will then receive a call from an 

automated service with this message: “Thank you for using the Microsoft sign in verification system. Please 

press the # key to finish your verification.” 

 

After pressing the # key on your phone, you will be directed to set up security questions. After completing 

these questions, your account will be configured to use Multi-Factor Authentication. 

 

Future logins to applications enhanced with Multi-Factor Authentication will prompt a phone call to this 

number before allowing access to the application.  Pressing # will complete the verification and allow access 

to the application.  If you do not press # in the time allowed, enhanced security will be required to either: 

generate a new call, text a passcode or answer the security questions you established. 

 

TEXT MESSAGE 

 

To use the text message method, enter a number at which you can receive messages when using applications 

requiring Multi-Factor Authentication. You may return to the MFA site any time to update this number as 

needed.  

 

Click:  Text Me Now to Authenticate. You will then receive a text message with a 6-digit code. Enter this in the 

One-Time Passcode field as shown. 
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After entering the passcode and clicking Authenticate, the authentication page will be automatically 

redirected to set up your security questions. After completing these questions, your account will be 

configured to use Multi-Factor Authentication. 

Future logins to applications enhanced with Multi-Factor Authentication will prompt a text message to this 

number before allowing access to the application.  Entering the passcode received in the text message will 

complete the verification and allow access to the application.  If the passcode is entered incorrectly, enhanced 

security will be required to either: generate a new call, text a new passcode or answer the security questions 

you established. 

 

MOBILE APP 

 

Begin by installing Microsoft Authenticator from either Google Play or the Apple App Store. 

          

 

The app will appear in Google Play or the App Store with this icon: 

 

Tap the + to add your account and choose Work or school account.  Allow any permissions requested. 

https://app.adjust.com/n094ls?campaign=appstore_android&fallback=https://play.google.com/store/apps/details?id=com.azure.authenticator
https://app.adjust.com/n094ls?campaign=appstore_ios&fallback=https://itunes.apple.com/app/microsoft-authenticator/id983156458
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Your mobile device will open a screen ready to scan a QR code.  You also may enter the code manually. 
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With the app installed and ready to scan, select Mobile App and click Generate Activation Code from the 

Multi-Factor Authentication User Setup page.   

 

 

 

You will then see a page like the example below.  **Note, if viewing this page from a mobile device the 

activation code and QR will not display.  Please access this page from a desktop or laptop device.  The 
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Activation code and QR is unique to each user and instance where a new activation code is requested.  This 

code cannot be reused or shared.  Scan the QR code using your device camera or enter the code and URL 

manually if you are unable to scan the QR. 

 

After entering the passcode and clicking Authenticate, the authentication page will be automatically 

redirected to set up your security questions.  After completing these questions, your account will be 

configured to use Multi-Factor Authentication. 

The Microsoft Authenticator app will open a page displaying your username and an activation code that 

refreshes every 30 seconds. 
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When logging into an application enhanced with Multi-Factor Authentication, you will receive a push 

notification asking you to approve or deny the sign-on.   

• Clicking Approve will allow you access to the application.  

  

• Clicking Deny will prompt enhanced security to require resending the notification to the mobile app, 

generating a new call, texting a new passcode or answering the user supplied security questions. 
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SECURITY QUESTIONS 

After completing setup of your preferred Multi-Factor Authentication method, you will be prompted to set up 

security questions as shown below.  
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ACCOUNT  

After completing the security questions and clicking continue your account will be configured to use Multi-

Factor Authentication.  You will automatically be redirected to your account page.   

From this page you can update your preferred authentication method to use any of the other methods, update 

your phone number and change your security questions.   

 

 

 
FOR MORE INFORMATION CONTACT:  
Hospital Help Desk 913-945-9999│Click MyIT icon on desktop 
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